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Important pricing information
The final price for our cybersecurity services is subject to 
various factors, including the size and complexity of your 
company, the timing of the engagement, and any 
special requirements you may have. We understand that 
each client is unique, and our services are tailored to 
meet your specific needs.



We encourage you to contact us directly to provide you 
with the most accurate pricing and a customised quote. 
The Integral Safe team will assess your requirements, 
discuss your objectives, and work closely with you to 
determine the scope and pricing of the services that 
best suit your organisation.




Services we offer

Cybersecurity Consulting

Information Security Audit

Design and Implementation of Information Systems Security

OS Protection

€200 per hour

from €2,500 per audit

from €5,000 per project

from €1,500 per device per year

Advisory services to assess and improve a company’s cybersecurity strategy, including risk assessments, policy 
development, and compliance consulting.

Meticulous assessment of security, vulnerability identification, and recommendations.

Collaborate with our team to create and execute tailored security plans for information systems, addressing vulnerabilities 
and ensuring robust protection.

Secure operating systems with advanced measures, including system configuration for maximum security and continuous 
monitoring and support.



VPN Software

Data Collection Protection

Anti-Phishing Software

Ad Blocker

from €800 per user per year

from €3,000 per project

from €1,000 per user per year

from €300 per device per year

Access company networks securely using VPN software featuring industry-leading encryption for data protection and 
secure communication.

Safeguard sensitive customer data by developing secure data collection policies and procedures.

Protect against phishing attacks with cutting-edge algorithms that detect and block phishing attempts.

Enhance online security by blocking malicious ads and pop-ups, ensuring a faster and safer browsing experience.



Email Protection

Payment & Transaction Protection

Password Manager

Cookie Blocker

from €1,200 per user per year

from €2,000 per year

from €300 per user per year

from €200 per device per year

Secure email communications with advanced protection measures, including system configuration and ongoing 
monitoring and support.

Safeguard financial information with services, implementing secure payment systems and continuous monitoring 
to prevent fraud.

Simplify password management with solutions that create and securely store strong passwords using encryption.

Protect online privacy by blocking unwanted cookies and tracking technologies, ensuring protection from cyber threats.



Antivirus Protection

Firewall Protection

Multi-Factor Authentication

Full Disk Encryption

from €600 per device per year

from €2,000

from €800 per user per year

from €1,500 per device per year

Stay protected with comprehensive antivirus solutions equipped with real-time threat detection 
and prevention technologies.

Fortify network defences with firewall protection services, including configuration for maximum security 
and ongoing support.

Add an extra layer of security to online accounts with multi-factor authentication solutions, verifying user identity 
and preventing unauthorised access.

Protect data with advanced encryption, ensuring the security of all stored information on devices.



Risk Assessment

Incident Investigation

Cybersecurity Threat Intelligence

Cloud Security

from €1,500 per assessment

from €2,500 per incident

from €800 per month

from €1,000 per month

Identify and mitigate security risks within organisations with risk assessment services and recommendations 
for improved security.

Gain expert assistance in case of security incidents, including identifying the cause, containing damage, and implementing 
preventive measures.

Stay ahead of emerging threats with real-time cybersecurity threat intelligence services.

Protect data and applications in the cloud with advanced security solutions.



Network Security

Web Application Security

Mobile Device Security

Endpoint Security

from €1,000 per month

from €1,000 per month

from €1,000 per month

from €1,500 per month

Safeguard networks from cyber attacks with comprehensive network security services, including intrusion detection 
and prevention.

Ensure the security of web applications with services that include vulnerability assessments, penetration testing, 
and code reviews.

Secure mobile devices and protect data from cyber threats with mobile device security solutions.

Protect endpoints, including laptops, desktops, and servers, with endpoint security services, including antivirus, anti-
malware, and data encryption.



Disaster Recovery and Business Continuity

Compliance and Regulatory Consulting

Cybersecurity Training and Awareness

Penetration Testing

from €6,000 per project

€200 per hour

from €1,500 per training

from €2,000 per assessment

Develop comprehensive disaster recovery and business continuity plans to ensure business resilience.

Stay compliant with industry regulations and standards with compliance and regulatory consulting services.

Educate employees on cybersecurity best practices and promote a security culture with cybersecurity training 
and awareness programs.

Ethical hacking to identify vulnerabilities and weaknesses in a company’s network, applications, or infrastructure.



Security Assessment

Incident Response

Managed Security Services (MSS)

Firewall Management

from €5,000 per assessment

€300 per hour

from €1,000 per month

from €500 per month

Comprehensive assessment of an organisation’s security posture, including vulnerability scanning, threat modelling, 
and risk analysis.

Immediate response and investigation of cybersecurity incidents, including data breaches or cyberattacks.

Ongoing monitoring, threat detection, and incident response services provided on a subscription basis.

Configuration, maintenance, and monitoring of firewalls to protect network traffic.



Security Awareness Training

Data Encryption Services

Anti-Malware and Anti-Virus Solutions

Distributed Denial of Service (DDoS) Protection

€100 per employee per year

from €2,000 per year

€50 per user per year

from €500 per month

Training programs to educate employees about cybersecurity best practices and awareness.

Encryption of sensitive data to protect it from unauthorised access.

Software solutions that protect endpoints from malware and viruses.

Services to mitigate and protect against DDoS attacks.



Security Information and Event Management (SIEM) Implementation

Security Patch Management

Cloud Security Assessment

Cloud Security Compliance Audits

from €10,000 per implementation

from €500 per month

from €2,000 per assessment

from €3,000 per audit

Design and deployment of SIEM solutions for real-time monitoring, analysis, and response to security events.

Management and regular updates of security patches and vulnerabilities in software and systems.

Assessment of cloud infrastructure and configurations to identify security gaps and ensure compliance with cloud security 
best practices.

In-depth audits to assess an organisation’s compliance with cloud security regulations and best practices.



Security Operations Center (SOC) Services

Web Application Security Testing

Mobile Application Security Testing

Security Policy Development and Review

from €5,000 per month

from €2,000 per assessment

from €2,500 per assessment

from €1,500 per project

Monitoring and management of a dedicated SOC to detect, investigate, and respond to security threats in real time.

Rigorous testing of web applications to identify vulnerabilities, security flaws, and potential exploits.

Assessment of mobile applications to uncover vulnerabilities and ensure secure mobile app development.

Creation, review, and customization of cybersecurity policies and procedures to align with evolving security needs.



Security Awareness Training for Executives and Board Members

Cybersecurity Insurance Consultation

Secure Software Development Lifecycle (SDLC) Consulting

Incident Response Planning and Execution

from €1,500 per training session

€200 per hour

from €5,000 per engagement

from €2,000 per incident response plan

Specialised training sessions for leadership teams to enhance their understanding of cybersecurity risks 
and responsibilities.

Consultation services to help organisations assess their cybersecurity insurance needs and coverage options.

Guidance and training to integrate security into the software development lifecycle, including secure coding practices 
and code reviews.

Development of incident response plans and assistance executing them during security incidents.



Secure Development Lifecycle (SDLC) Consulting

Cybersecurity Risk Assessment and Management

Cybersecurity Compliance Audits

Security Incident Simulation and Tabletop Exercises

from €5,000 per engagement

from €2,000 per assessment

from €3,000 per audit

from €2,000 per exercise

Guidance and training to integrate security into the software development lifecycle, including secure coding 
practices and code reviews.

Evaluation of an organisation’s cybersecurity risks, followed by risk mitigation strategies and ongoing management.

In-depth audits to assess an organisation’s compliance with industry-specific cybersecurity regulations, such as GDPR, 
HIPAA, or ISO 27001.

Realistic simulations of security incidents to test an organisation’s incident response plan and improve preparedness.



Third-Party Vendor Risk Assessments

Dark Web Monitoring and Threat Intelligence

Cybersecurity Awareness Workshops

Secure Remote Work Solutions

from €1,500 per assessment

from €500 per month

from €1,500 per workshop

from €1,000 per implementation

Evaluations of third-party vendors and suppliers to identify potential security risks and ensure they meet 
cybersecurity standards.

Continuous monitoring of the dark web to identify potential threats and data breaches related to an organisation.

Interactive workshops and training sessions to educate employees about cybersecurity best practices.

Implementation of secure remote work solutions, including VPNs, multi-factor authentication, and secure 
communication tools.



Cybersecurity Policy Review and Development

Cybersecurity Risk Assessments for Mergers and Acquisitions

from €2,000 per project

from €5,000 per assessment

Review, update, and development of cybersecurity policies and procedures tailored to an organisation’s needs.

Assessment of cybersecurity risks associated with mergers, acquisitions, or partnerships.


